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Sneak Peek Series
What’s New and Cool in Kaspersky Security Center 9?

System administrators and security professionals can rejoice! Kaspersky is 
delivering new, powerful management tools to the most versatile security console 
available today.  Formerly known as the “Admin Kit”, Kaspersky Security Center 9 
brings centralized management to a new level.

Kaspersky engineers had a focused vision when developing this product: Ease 
of Use and Versatile Control for the administrator.  Several new features and 
enhancements will bring the network to a more secure and manageable state.  

For more information please  
contact our Inside Sales Team at 
corporatesales@kaspersky.com

www.kaspersky.com

Quick Facts about  
Kaspersky Security  
Center 9:

Final Beta available: 
September, 2011

Public Launch Date:  
October, 2011

Unmatched Versatility

Support for Virtualized Environments Recognition of virtual machines in the corporate 
administration structure.  Also includes automatic 
load optimization when the product performs inten-
sive operations on virtual hosts.

Automated Virtual Lifecycle Processing Kaspersky Security Center 9 automatically detects, 
creates, and removes non-persistent virtual ma-
chines.

Cloud Empowered Protection Integration with the cloud-based Kaspersky Security 
Network ensures near real-time protection. Protect 
your network against malware within seconds of 
their global introduction.

Web Interface Manage, monitor and report on key events from a 
flexible and accessible interface.

Mixed Network Support- Accommodate 
multiple operating systems

Unmatched support for operating systems including 
Windows, Netware, Linux, Macintosh, VMWare, Lo-
tus Notes/Domino, Exchange, Android, Blackberry 
and Windows Mobile.

Powerful Control Tools:

Refreshed Dashboard Views and Useful 
Information

A highly intuitive, improved GUI gives the adminis-
trator actionable information in their line-of-sight.

Centralized Management of  
Application, Device and Web Control 

Set and enforce policies for granular device con-
trol, web control (including content filtering) and 
fine-tune which applications are allowed to run on 
workstations.

Vulnerability Scanning Discover potential exploits by uncovering system 
weak points, missing patches, neglected applica-
tion and OS updates.

Pain Free Deployment Wizard-driven tools install Kaspersky across the 
entire company quickly and easily.  Kaspersky 
will also remove the majority of existing installed 
solutions and identify and disinfect compromised 
machines as part of the installation process.


